ROTHWELL & DESBOROUGH HEALTHCARE GROUP
SUMMARY CARE RECORD (SCR) PRIVACY NOTICE
Summary Care Records are there to improve the safety and quality of your care. SCR core information comprises your allergies, adverse reactions and medications. An SCR with additional information can also include reason for medication, vaccinations, significant diagnoses / problems, significant procedures, anticipatory care information and end of life care information. Additional information can only be added to your SCR with your agreement.

Please be aware that if you choose to opt-out of SCR, NHS healthcare staff caring for you outside of this surgery may not be aware of your current medications, allergies you suffer from or any bad reactions to medicines you have had, in order to treat you safely in an emergency.

Your records will stay as they are now with information being shared by letter, email, fax or phone. If you wish to opt-out of having an SCR please return a completed opt-out form to the practice.
The Summary Care Record is an English NHS development. It consists of a basic medical record held on a central government database on every patient registered with a GP surgery in England. 
Summary Care Records can only be viewed within the NHS on NHS smartcard controlled screens or by organisation, such as pharmacies, contracted to the NHS.
You can find out more about the SCR here https://digital.nhs.uk/summary-care-records
Covid-19  Supplementary Privacy Notice for Summary Care Records.
	1) Data Controller contact details

	The Partners
Desborough Surgery

35 High Street

Desborough

Kettering

Northamptonshire

NN14 2NB 

	2) Data Protection Officer contact details


	Dr Anand Pattar

Desborough Surgery

35 High Street

Desborough

Kettering

Northamptonshire

NN14 2NB

	3) Purpose of the  processing
	Your SCR provides authorised healthcare staff with faster, secure access to essential information about you in an emergency or when you need unplanned care, where such information would otherwise be unavailable.


	4) Lawful basis for  processing
	The sharing is to support Direct Care which is covered under 

Article 6(1)(e); “necessary… in the exercise of official authority vested in the controller’ 
Article 9(2)(h) ‘necessary for the purposes of preventative or occupational medicine for the assessment of the working capacity of the employee, medical diagnosis, the provision of health or social care or treatment or the management of health or social care systems and services...”  

We will also recognise your rights established under UK case law collectively known as the “Common Law Duty of Confidentiality”*


	5) Recipient or categories of recipients of the processed data
	The data will be shared with Health and care professionals and support staff in this surgery and at hospitals, diagnostic and treatment centres who contribute to your personal care

	6) Rights to object 
	You have the right to object to some or all the information being processed under Article 21. Please contact the Data Controller at the practice. You should be aware that this is a right to raise an objection, that is not the same as having an absolute right to have your wishes granted in every circumstance 

	7) Right to access and correct
	You have the right to access the data that is being shared and have any inaccuracies corrected. There is no right to have accurate medical records deleted except when ordered by a court of Law.

	8) Retention period 
	The data will be retained in line with the law and national guidance. https://digital.nhs.uk/article/1202/Records-Management-Code-of-Practice-for-Health-and-Social-Care-2016  

	9)  Right to Complain. 
	You have the right to complain to the Information Commissioners Office (responsible for governing Data Protection compliance) – 

Wycliffe House, 

Water Lane, 

Wilmslow, 

Cheshire,

SK9 5AF 

Tel 01625 545745 or www.ico.org.uk/


* “Common Law Duty of Confidentiality”, common law is not written out in one document like an Act of Parliament. It is a form of law based on previous court cases decided by judges; hence, it is also referred to as 'judge-made' or case law. The law is applied by reference to those previous cases, so common law is also said to be based on precedent.

The general position is that if information is given in circumstances where it is expected that a duty of confidence applies, that information cannot normally be disclosed without the information provider's consent.

In practice, this means that all patient information, whether held on paper, computer, visually or audio recorded, or held in the memory of the professional, must not normally be disclosed without the consent of the patient. It is irrelevant how old the patient is or what the state of their mental health is; the duty still applies.

Three circumstances making disclosure of confidential information lawful are:

· where the individual to whom the information relates has consented;

· where disclosure is in the public interest; and

· where there is a legal duty to do so, for example a court order.
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